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1.0 Introduction
Due to various issues with HOD including java requirements and cost, the Mainframe Services Section at DET has been researching an alternative terminal emulator as a replacement for Host On-Demand (HOD) since early in 2018.
This effort for an Alternative to HOD primarily focused upon, but was not limited to;
· Ease of use – Similar interface to HOD, but without the restriction of the JAVA JRE requirement of HOD.
· Security – elimination of java requirements in order to enhance security since numerous security exposures have been identified in java requiring ongoing updates and patching
· Browser based – eliminates the need for any downloaded software (i.e. Thin client rather than a Thick client), avoiding additional maintenance and complexity of think clients.
· Cost – to reduce on-going reoccurring costs of the product or application.

One such product appears to have met our needs. Virtel Web Access by SDS. 
· This product has no PC prerequisites such as JAVA or any other software products to execute on your PC.
· Browser based – It is completely browser based, so as long as you have a browser and internet access, no other software is required on your Operation system to run the emulator.
· Cost – Virtel Web Access is drastically more cost effective than HOD.

In addition, Virtel has been tested by a group of people from multiple agencies and application areas to ensure compatibility and functionality when accessing mainframe applications.



2.0 Access to the Mainframe using Virtel
To access the mainframe using Virtel, there are a few URL’s/Links available;
https://p3270int.wi.gov
https://p3270ext.wi.gov
Where the 1st character designates the environment (eg. p for PROD).
The next four characters identifies the environment (eg. 3720).
The next 3 characters identifies if you are accessing the mainframe from within the state network (eg. int) or externally from the internet (eg. ext). 
If you are accessing the mainframe externally, then you would also require a valid WAMS ID with mainframe access in addition to your mainframe user ID (note: This is similar to HOD). In addition, please note that you would need a separate WAMS ID for DEV and for PROD environments.
If your WAMS ID does not have mainframe access, then you would need to coordinate this request with your management and/or security team.
If you do not have a WAMS ID, you would need to go to the following web links, and select the “Self Registration” links on the page and follow the instructions. You will still be required to involve your management and/or security team to complete the process.
http://on.wisconsin.gov		To request a WAMS ID for production
http://uaon.wisconsin.gov		To request a WAMS ID for UAT



3.0 Determining your current version of Virtel
The current version of the Virtel web based emulator is on the upper right hand side of the toolbar.
[image: ]



4.0 System Requirements to use Virtel
4.1 Assumption: we will assume that you will be using the IE (Internet Explorer) browser as we have been using in the past with Host On-Demand (HOD). Even though other browsers are compatible, to identify each browser and specific criteria is beyond the scope of this document due to some of the different aspects and responses of each browser.
4.2 Operating system capable of supporting the browser of your choice. (In this case, IE resides on the Microsoft Windows OS).
4.3 Internet access, State network, or access and authorization to connect to the State Mainframe, Including WAMS access where necessary.



5.0 Launching Virtel (Internal access)
5.1 Open a Browser and point to one of the Internal URL’s listed above in section 2.
(In this example, we are using the production internal link – https://p3270int.wi.gov).
[image: ]
5.2 Enter your mainframe credentials (i.e. UserID and password), into the pop up dialog box that appears.
[image: ]
5.3 Select from the resultant webpage the desired screen size of the mainframe access options.
[image: ]
5.4 The initial mainframe Login screen appears. Login as per your usual method.
[image: ]



6.0 Launching Virtel (External access)
6.1 Open a Browser and point to one of the External URL’s listed above in section 2.
(In this example, we are using the production internal link – https://p3270ext.wi.gov).
[image: ]
6.2 Enter your WAMS credentials (i.e UserID and password), into the webpage that appears.
[image: ]
6.3 Enter your mainframe credentials (i.e. UserID and password), into the pop up dialog box that appears.
[image: ]
6.4 Select from the resultant webpage the desired screen size of the mainframe access options.
[image: ]


6.5 The initial mainframe Login screen appears. Login as per your usual method.
[image: ]


image2.png
==
@@ & nitpsy/p32T0intwigovi T 0+ @ || @ boamtranet Home AR

Fie Edit View Favorites Tools Help

tes~ W Intranet - Home ] Police refute McCa v B v @ v Pager Safetyv Tookv @

Okata, Craig T-DOA~ 2

@ se Yy rouow T

AR oy
mf«?ﬁ?&'%‘a"k‘ﬁou N T R A N ET

Resources * Communications * Engagement

A Home H STAR ~ For Employees 1Mt Working at DOA %8 DOA Happenings (& Forms and
Documents

Welcome to the DOA Intranet v ¢
DOA SUCCESS

The DOA Employee Intranet Home Page is your guide for accessing important DOA communications and convenient internal sl’“““i‘“
resources. Whether its links to key systems such as STAR and RAVE, finding that form you need, signing up for training classes, o oA Sall Customes Serv%E.

keeping up with DOA events and news from your colleagues, this Home Page is your starting point
"l Announcements.

- |

URGENT Message From Central Payroll!

\W-25 and 1095-C Forms Available Soon! Please note your leave balances may be incorrect unti WISCONSIN'G COLLEGE

®100% ~





image3.png
g@ % htps//p3270int wigov/ 0 - @ %[O Wattingfor g2200intowigov X n et

Fie Edit View Favorites Tooks Help

o

Suggested Stes = & Intranet - Home ) Police refute McCain'..

The server p3270int.wigov is asking for your user name and password.
The server reports that it is from applist .

Remember my credentialz

iy 8] [ema ]

Witng forresponse from g3270intvigov.. 00w -




image4.png
g@ % hitps,//p3270intwi.gov/w2h/appmenu htm= applist 0 - @ & [ # VIRTELCL - Application Me.. X (AT A

Fle Edt View Favortes Tools Help
Suggested Stes + 4 Intranet - Home ) Police refute McCain'.

<= @ v Pagev Safetyw Tookv @~

%
W Aoolication M VIRTELCS Friday & ebruary 2019 0938
i ication lenu Line C-HTTP.

.fo virtel PP’ Entry poink CLIWHOST

@ auto O Tablet O Classic

VTAMLOCL VIR0021W Logon with 24x80 screen
VTAMLOC3 VIR0021W Logon with 32x80 screen
VTAMLOC4 VIR0021W Logon with 43x80 screen
VTAMLOCS VIR0021W Logon with 27x132 screen
VT62x160 VIR0021W Logon with 62x160 screen N

SysperTec Communication =]

You are about to access a State of Wisconsin computer system. This is a restricted computer system for authorized users only. All equipment, systems, services, and software connected to this system are
intended only for official business use of the state of Wisconsin, and may contain U.S. Government information. All data contained on this system is owned by the State of Wisconsin. The State of Wisconsin
reserves the right to audit, monitor, record andor disclose all transactions and data sent over this system in a manner consistent with State and federal Law. Use of this system by any user, authorized or
unauthorized, constitutes consent to monitoring, recording, reading, copying, or capturing and disclosure of data and transactions by authorized personnel. Only software and/or hardware approved, scanned,
and licensed for State of Wisconsin use is permitted on this system. Any illegal, unauthorized use or modification of the State of Wisconsin datz, equipment, systems, services, or software by any person(s) is

prohibited and may be subject to civil or criminal prosecution under state and/or federal laws.

®100% ~





image5.png
File  Edit

SELECTION SCREEN (USSMSG10) VIRTELC1

ATT

CICSBP CICSDP CICSDP24 CICSFP3
CICSFP4 CICSHP CICSP CICSP330

THIS SYSTEM IS FOR AUTHORIZED USERS ONLY; SYSTEM ACCESS IS MONITORED. BY USING
THIS SYSTEM YOU EXPRESSLY CONSENT TO THIS MONITORING. UNAUTHORIZED USE OF, OR
ACCESS TO, THIS SYSTEM MAY SUBJECT YOU TO CRIMINAL PROSECUTION AND PENALTIES.

ENTER SELECTION HERE:





image6.png
==

@@ © nttpsy/p3Mextigov v 0+ @ || @ poantranet Home AR

Fie Edit View Favorites Tools Help

s [

gested Sites ~ W Intranet - Home ] Lawmakers reach ten... + v B v @ v Pager Safetyv Tookv @

Okata, Craig T-DOA~ 2

Qe Yyrouow L

AR oy
mf«?ﬁ?&'%‘a"k‘ﬁou N T R A N ET

Resources * Communications * Engagement

A Home H STAR ~ For Employees 1Mt Working at DOA %8 DOA Happenings (& Forms and
Documents

Welcome to the DOA Intranet v ¢
DOA SUCCESS

The DOA Employee Intranet Home Page is your guide for accessing important DOA communications and convenient internal sl’“““i‘“
resources. Whether its links to key systems such as STAR and RAVE, finding that form you need, signing up for training classes, o oA Sall Customes Serv%E.

keeping up with DOA events and news from your colleagues, this Home Page is your starting point
"l Announcements.

URGENT Message From Central Payroll!

\W-25 and 1095-C Forms Available Soon! Please note your leave balances may be incorrect unti WISCONSIN'G COLLEGE

®100% ~





image7.png
ilogingisid=08iopton= credenti O - @ O || @ Wisconsin Web AccessMa.. | |

Suggested Sites = & Intranet - Home ) Lawmakers reach ten... +

Q( WisconsinGov

Fie Edit View Favorites Tools Help

User ID:
i Z E l Password

WEB ACCESS
MANAGEMENT SYSTEM Login] N

Forgot vour password? Is your account locked?
Request a Wisconsin User ID and Password.

You are about to access a State of Wisconsin computer system. Thisis @ restricted computer system for authorized users ony. All
quipment, systems, services, and software connected to chissystem are incended only for ofical business use of the State of Wisconsin,
and may contin U.S. Government information. All data containad on this system is owned by the State of Wisconsin. The State of
Wisconsin raserves the fight to audi, monitor, record and/or isclose all ransactions and data sent over tis systam in 3 manner
consistent with State and federal law, Use of this system by any user, authorized or unauthorizad, cansticutes consent t moritoring,
Cetarding, resding, copying, o capturng and dscosurs of data S cran<actions by Suthanees pérsannel. Only Sofars and/ar hardiare
approves, scannad, and icansed for State of Wisconsin use i permitted on ths systam. Any llegal, unautharized use or modfication of the
State of Wisconsin cata, squipment, systems, services, or softuare by any person(s) s prohibited and may be subject to cvl or crminal
prosecution under state and/or fedsral laws.

WAMS Home  Wisconsin pomal Home
Please don't bookmark this page.





image8.png
g@ % hitps /32 0ot wigov/ 0~ & X[ O Waiting forp32T0ertigov o 7y 8

Fie Edit View Favorites Tools Help

o

uggested Stes v G Intranet - Home ) Lawmakers reach ten.. ~ B - B - O @ v Pager Sefety~ Took~ @~

‘The server p3270ext wi.gov is asking for your user name and password.
The server reports that it is from applist .

Viiting forresponse from g3270exwi gov.. 00w -





image9.png
g@ 8 hitps./p3210exwigow/w2h/sppmenutrm-applist 0~ & C || % VIRTELCL - Application Me..
Fle Edt View Fovortes Took Help

%5 [¥suggested Stes v & Intranet - Home &) Lawmakers reach ten... ~

° f Aoplication M VIRTELC! Wednesday 13 February 2015 - 07:59
i ication lenu Line D-HTTP
fo virtel PP’ Enty point CWHOST

@ auto O Tablet O Classic

VTAMLOCL VIR0021W Logon with 24x80 screen
VTAMLOC3 VIR0021W Logon with 32x80 screen
VTAMLOC4 VIR0021W Logon with 43x80 screen
VTAMLOCS VIR0021W Logon with 27x132 screen
VT62x160 VIR0021W Logon with 62x160 screen

N ©SysperTec Communication =]

You are about to access a State of Wisconsin computer system. This is a restricted computer system for authorized users only. All equipment, systems, services, and software connected to this system are
intended only for official business use of the state of Wisconsin, and may contain U.S. Government information. All data contained on this system is owned by the State of Wisconsin. The State of Wisconsin
reserves the right to audit, monitor, record andor disclose all transactions and data sent over this system in a manner consistent with State and federal Law. Use of this system by any user, authorized or
unauthorized, constitutes consent to monitoring, recording, reading, copying, or capturing and disclosure of data and transactions by authorized personnel. Only software and/or hardware approved, scanned,
and licensed for State of Wisconsin use is permitted on this system. Any ilegal, unauthorized use or modification of the State of Wisconsin data, equipment, systems, services, or software by any person(s) is
prohibited and may be subject to civil or criminal prosecution under state and/or federal laws.

®100% ~





image10.png
SELECTION SCREEN (USSMSG10) VIRTELC1

ATT

CICSBP CICsDP CICSDP24 CICSFP3
CICSFP4 CICSHP CICsP CICSP330

IMAGE
MENUMGR
WISMART

THIS SYSTEM IS FOR AUTHORIZED USERS ONLY; SYSTEM ACCESS IS MONITORED. BY USING
THIS SYSTEM YOU EXPRESSLY CONSENT TO THIS MONITORING. UNAUTHORIZED USE OF, OR
ACCESS TO, THIS SYSTEM MAY SUBJECT YOU TO CRIMINAL PROSECUTION AND PENALTIES.

ENTER SELECTION HERE: _ )





image1.jpg
SELECTION SCREEN (USSHSG10)

ATT

CICSBP CICSDP
CICSFP4 CICSHP

THAGE
MENUMGR
WISHART

THIS SYSTEM IS FOR AUTHORIZED USERS ONLY;

CICSDP24
cIcsp

HSFP
REFRESH

SYSTEM ACC

VIAM: VIRT

CICSFP3
CICSP330

ESS IS MONITORED. BY USING

THIS SYSTEM YOU EXPRESSLY CONSENT TO THIS MONITORING. UNAUTHORIZED USE OF, OR
ACCESS T0, THIS SYSTEM MAY SUBJECT YOU TO CRIMINAL PROSECUTION AND PENALTIES.

ENTER SELECTION HERE: |

Hi3dns Ji1ims

*W2HPOOL





